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Datenschutzrichtlinie

Allgemeines

1. Der Datenverantwortliche gemafR der Vereinbarung Uber allgemeine Datenverwaltung Nr. 20180919 vom
19.09.2018 ist das Paysera-Netzwerk. Die Kontaktdaten von Paysera sind bei www.paysera.com erhaltlich.
Kontaktdaten des Datenschutzbeauftragten von Paysera: dpo@paysera.com.

2. Von Paysera erhobene personenbezogene Daten werden gemal dem Gesetz der Republik Litauen tGber den
rechtlichen Schutz personenbezogener Daten, der Datenschutz-Grundverordnung (nachfolgend - die DSGVO)
und anderen Rechtsakten verarbeitet. Alle Paysera-Mitarbeiter, -Vertreter und Mitarbeiter der Vertreter, die das
Geheimnis der personenbezogenen Daten kennen, mussen diese auch nach Beendigung des
Arbeitsverhaltnisses oder Vertragsverhaltnisses sicher aufbewahren.

3. Paysera gewahrleistet in Ubereinstimmung mit den geltenden gesetzlichen Bestimmungen die Vertraulichkeit
personenbezogener Daten und die Durchfihrung geeigneter technischer und organisatorischer MaBnahmen, um
personenbezogene Daten vor unbefugtem Zugang, unbefugter Weitergabe, versehentlichem Verlust, Anderung,
Zerstdérung oder sonstiger unrechtmaRiger Verarbeitung zu schitzen.

4. Diese Datenschutzrichtlinie legt die Grundregeln fir die Sammlung, Speicherung, Verarbeitung und
Aufbewahrung lhrer persoénlichen Daten, anderer Informationen Uber Sie, den Umfang, den Zweck, die Quellen,
die Empfanger und andere wichtige Aspekte lhrer persénlichen Daten fest, wenn Sie Paysera als
Zahlungsdienstanbieter nutzen.

5. Durch den Zugriff und/oder die Nutzung der Informationen auf dieser Website und/oder unserer
Dienstleistungen bestatigen Sie, dass Sie diese Datenschutzrichtlinie gelesen und verstanden haben und ihr
zustimmen. Nachdem Sie sich im System registriert haben und unsere Dienste nutzen, wird diese
Datenschutzrichtlinie zu einer Erganzung des Allgemeinen Zahlungsdienstevertrags.

6. Paysera behalt sich das Recht vor, diese Datenschutzrichtlinie jederzeit nach eigenem Ermessen zu andern,
indem eine aktualisierte Version der Datenschutzrichtlinie auf der Website veréffentlicht und, wenn die
Anderungen wesentlich sind, registrierte Benutzer per E-Mail benachrichtigt werden. Eine geadnderte oder
aktualisierte Version dieser Datenschutzrichtlinie tritt mit ihrer Veréffentlichung auf der Website in Kraft.

7. Wenn der Nutzer der Dienste eine juristische Person ist, gilt diese Datenschutzrichtlinie fUr naturliche
Personen, deren Daten uns von der juristischen Person tGbermittelt werden. Der Nutzer informiert die
betroffenen Personen (Manager, Empfanger, Vertreter usw.) iiber die Ubermittlung ihrer Daten an Paysera
gemal Artikel 14 der DSGVO.
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Datenverarbeitungsziele und -fristen, Datenlieferanten und -empfanger

8. Der Hauptzweck, aufgrund dessen Paysera lhre personenbezogene Daten erhebt, ist die Bereitstellung von
Paysera-Zahlungsdienstleistungen fur Kunden, die Zahlungsmittel senden oder erhalten. Als
Zahlungsdienstleister ist Paysera gesetzlich verpflichtet, vor AbschluR des Geschafts im Zusammenhang mit
Finanzdienstleistungen lhre Identitat festzustellen und zu Uberprifen, bei Erbringung der Dienstleistungen
zusatzliche Informationen anzufordern und auszuwerten sowie diese Informationen innerhalb der gesetzlich
festgelegten Frist aufzubewahren, demzufolge missen Sie korrekte und vollstandige Informationen
bereitstellen.

9. ZWECK: Feststellung der Identitat des Kunden, Bereitstellung der Zahlungsdienstleistungen
(Kontoeroffnung, Geldiiberweisungen, Zahlungssammlung und andere Zahlungsdienstleistungen)
und Erfiullung anderer rechtlicher Verpflichtungen des Zahlungsdienstleisters.

9.1. Personenbezogene Daten werden zu diesem Zweck verarbeitet, um gesetzliche Anforderungen zu erfillen,
die mit den folgenden Handlungen verbunden sind:

9.1.1. Feststellung und Uberpriifung der Identitdt des Kunden;

9.1.2. Abschluss und Erflllung der Vertrage mit dem Kunden oder Einleitung der MaBnahmen auf Wunsch des
Kunden;

9.1.3. Ausfiihrung der Geldiberweisungen und Ubermittlung der gesetzlich vorgeschrieben Informationen mit
der Zahlungsuberweisung;

9.1.4. Umsetzung der Know-your-Customer-Bedingungen;

9.1.5. kontinuierliche und periodische Uberwachung der Tatigkeit des Kunden;
9.1.6. Risikobewertung;

9.1.7. Aktualisierung der Kundendaten, um ihre Richtigkeit zu gewahrleisten;

9.1.8. Pravention von moglicher Geldwasche und Terrorismusfinanzierung, Pravention von Betrug, Feststellung,
Untersuchung solcher Tatigkeit und Information Uber solche mdgliche Tatigkeit, Feststellung der finanziellen
Sanktionen gegen den Kunden oder der Beteiligung an der Politik;

9.1.9. Gewahrleistung der angemessenen Risiko- und Organisationsmanagement.

9.2. Zu diesem Zweck kénnen folgende personenbezogene Daten verarbeitet werden: Vorname, Name,
Personenkennzeichen, Adresse, Geburtsdatum, Daten des Personaldokuments und Kopie des Dokuments,
Gesichts-Foto, Aufzeichnung direkter VideoUbertragung, Staatsangehorigkeit, E-Mail-Adresse, Telefonnummer,
Zahlungskontonummer, IP-Adresse, Arbeitstatigkeit, 6ffentliches Amt, und andere Daten, die die in Rechtsakten
zur Verhinderung von Geldwasche und Terrorismusfinanzierung vorgeschrieben sind.

9.3. Diese personenbezogenen Daten werden gemal der dem Zahlungsdienstleister auferlegten rechtlichen
Verpflichtung, d. h. dem Zahlungsgesetz, dem Gesetz tUber E-Geld und E-Geld-Institute sowie dem Gesetz zur
Pravention von Geldwasche und Terrorismusfinanzierung und anderer geltender Rechtsakte, erhoben und
verarbeitet und sind fur Er6ffnung des Kontos und/oder Erbringung der Zahlungsdienstleistung erforderlich.

9.4. Frist fUr Aufbewahrung der Daten: 10 (zehn) Jahre ab Ende der Geschaftsbeziehung mit dem Kunden. Diese
persdnlichen Daten missen gemal dem Gesetz zur Verhinderung von Geldwasche und Terrorismusfinanzierung
8 (acht) Jahre lang aufbewahrt werden. Diese Daten werden fur weitere 2 (zwei) Jahre auf der Grundlage
rechtlicher Interessen von Paysera gemalfd der ordentlichen Verjahrungsfrist des Rechtsstreits aufbewahrt.



9.5. Datenlieferanten: Direkt von der betroffenen Person, Daten von den Kredit- und anderen Finanzinstituten
oder deren Abteilungen, staatliche und nichtstaatliche Register, den Datenbanken zum Uberpriifen der
Personaldokumente (der Datenbank der ungultigen Personaldokumente und anderen internationalen
Datenbanken), den Registern zum Uberpriifen der Vollmachten (dem Register der notariell beglaubigten
Vollmachten und anderen Datenbanken), dem Register der einwilligungsunfahigen und eingeschrankt
einwilligungsfahigen Personen, dem Einwohnermelderegister, andere Datenbanken. den Unternehmen, die
gemeinsame Schuldnerdateien bearbeiten (wie UAB Creditinfo Lietuva in Litauen u. a), den Unternehmen, die
internationale Sanktionsregister bearbeiten, Strafverfolgungsbehoérden, Gerichtsvollzieher, juristische Personen
(vorausgesetzt, Sie sind ein Vertreter, Angestellter, Grinder, Aktionar, Teilnehmer, Auftragnehmer oder der
tatsachliche Begunstigter dieser juristischen Personen), Partner oder andere juristische Personen, die uns mit
der Bereitstellung von Dienstleistungen beauftragen oder von uns beauftragt werden, soziale Netzwerke, in
denen Sie ein mit unserem System verknupftes Profil haben, und andere Personen.

9.6. Gruppen der Datenempfanger: Aufsichtsbehoérden, Kredit-, Finanz-, Zahlungs- und/oder E-Geld-Institute,
Gerichte, Ermittlungsbehorden, staatliche Steuerbehérden, Zahlungsdienstvertreter oder Partner von Paysera
(wenn die Transaktion unter Verwendung ihrer Dienstleistungen ausgefuhrt wird), Empfanger von
Uberweisungsmitteln, die Informationen in den Zahlungsausziigen zusammen mit Uberweisungsmitteln
erhalten, die Zahlungsdienstleister und Korrespondenten des Empfangers, Teilnehmer und/oder Parteien, die mit
nationalen, europaischen und internationalen Zahlungssystemen in Verbindung stehen, Schuldenmanagement-
und Inkassogesellschaften, Unternehmen, die gemeinsame Schuldnerdateien bearbeiten, Rechtsanwalte,
Gerichtsvollzieher, Wirtschaftsprifer, andere Personen mit einem rechtmafigen Interesse, andere Personen im
Rahmen eines Vertrags mit Paysera oder auf anderen gesetzlichen Grundlagen.

10. ZWECK: Schuldenverwaltung.

10.1. Personenbezogene Daten werden zu diesem Zweck verarbeitet, um Schulden zu verwalten und
einzuziehen, Ansprlche, Forderungen, Klagen zu erheben und Dokumente zur Ausfluhrung der Einziehung der
Schulden einzureichen.

10.2. Zu diesem Zweck kdénnen folgende personenbezogene Daten verarbeitet werden: Vorname, Name,
Personenkennzeichen, Adresse, Geburtsdatum, Daten des Personaldokuments, E-Mail-Adresse, Telefonnummer,
Zahlungskontonummer, IP-Adresse, Zahlungskontoausziige und andere Daten in Bezug auf die Umstande, unter
denen die Schuld entstanden ist.

10.3. Frist fir Aufbewahrung der Daten: Wenn sich die Schuld herausstellt, wird die Frist von 10 (zehn) Jahren ab
Entstehung der Schuld angewendet; nach Eroffnung des Gerichtsverfahrens verlangert sich die Frist bis
Rickzahlung der Schuld und um 24 (vierundzwanzig) Monate nach Rickzahlung. Die Frist fur Aufbewahrung der
Daten richtet sich nach den im Blrgerlichen Gesetzbuch der Republik Litauen festgelegten Verjahrungsfristen
der Klage.

10.4. Datenlieferanten: Direkt von der betroffenen Person, Kredit-, Finanz-, Zahlungs- und/oder E-Geld-Institute,
staatliche und nichtstaatliche Register, Unternehmen, die gemeinsame Schuldnerdateien bearbeiten (wie UAB
Creditinfo Lietuva in Litauen u. a.), andere Personen.

10.5. Gruppen der Datenempfanger: Unternehmen, die gemeinsame Schuldnerdateien bearbeiten, Kredit-,
Finanz-, Zahlungs- und/oder E-Geld-Institute, Rechtsanwalte, Gerichtsvollzieher, Gerichte, Ermittlungsbehérden,
, Schuldenmanagement- und Inkassogesellschaften, andere Personen mit einem rechtmafigen Interesse.

10.6. Wir weisen darauf hin, dass Paysera das Recht hat, verfiigbare Informationen Uber lhre Identitat,
Kontaktdaten und Kredithistorie, d. h. Finanz- und Vermdgensverbindlichkeiten und deren Erfillung, Schulden
und deren Zahlung, den Unternehmen, die Schuldnerdateien verwalten (wie Kreditblro in Litauen UAB
Creditinfo Lietuva *), sowie den Inkassogesellschaften zur Verfiigung zu stellen, wenn Sie Schulden gegentber
Paysera haben und die Erfullung lhrer Verpflichtungen um mehr als 30 (dreiBig) Tage verzdgern. Sie kdnnen lhre
Kredithistorie einsehen, indem Sie sich direkt an das Kreditblro wenden.
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11. ZWECK: Kundenbeziehungsmanagement und -verwaltung, Streitpravention und
Beweissammlung (Aufzeichnung von Telefongesprachen), Geschaftskorrespondenz mit dem
Kunden.

11.1. Personenbezogene Daten werden zu diesem Zweck verarbeitet:
11.1.1. die Geschaftsbeziehung und Kommunikation mit dem Kunden aufrechtzuerhalten;
11.1.2. um die Interessen des Kunden und / oder Paysera zu schitzen;

11.1.3. um die Streitpravention durchzuflihren, Beweise der Geschaftskommunikation mit dem Kunden
vorzulegen (Aufzeichnung von Gesprachen, Korrespondenz);

11.1.4. um die Uberpriifung und Sicherstellung der Qualitdt der Paysera-Dienstleistungen durchzufiihren;

11.1.5. soweit dies bei Erflllung des Vertrags, Einleitung von MaBnahmen auf Wunsch des Kunden oder
Erfullung der gesetzlichen Verpflichtung erforderlich ist.

11.2. Zu diesem Zweck kénnen folgende personenbezogene Daten verarbeitet werden: Vorname, Name,
Adresse, Geburtsdatum, E-Mail-Adresse, Telefonnummer, IP-Adresse, Zahlungskontoausziige, Aufzeichnungen
von Telefongesprachen, Aufzeichnungen der Korrespondenz mit dem Kunden.

11.3. Frist fir Aufbewahrung der Daten: 5 (finf) Jahre ab Ende der Geschaftsbeziehung mit dem Kunden. Die
Aufbewahrungsfristen kénnen um hdchstens 2 (zwei) Jahre verlangert werden, wenn ein begrindeter Antrag
einer zustandigen Behoérde vorliegt. Eine solche Frist flir Aufbewahrung der Daten ist nach dem Gesetz zur
Pravention von Geldwasche und Terrorismusfinanzierung obligatorisch.

11.4. Datenlieferanten: Direkt von der betroffenen Person.

11.5. Datenempfanger: Aufsichtsbehérden, Unternehmen, die gemeinsame Schuldnerdateien bearbeiten,
Rechtsanwalte, Gerichtsvollzieher, Gerichte, Ermittlungsbehérden, Schuldenmanagement- und
Inkassogesellschaften, andere Personen mit einem rechtmaRigen Interesse, andere Personen im Rahmen eines
Vertrags mit Paysera.

12. ZWECK: Kreditwurdigkeitsprifung, Kreditrisikomanagement und automatisierte
Entscheidungsfindung.

12.1. Personenbezogene Daten werden dazu verarbeitet, um die Kreditwirdigkeit der Kunden zu bewerten, das
Kreditrisiko zu verwalten, die mit dem operationellen Risikomanagement und der Kapitaladaquanz verbundenen
Anforderungen zu erfullen, damit Paysera Finanzierungen anbieten kann.

12.2. Zu diesem Zweck kénnen folgende personenbezogene Daten verarbeitet werden: Vorname, Name,
Adresse, Geburtsdatum, E-Mail-Adresse, Telefonnummer, Zahlungskontonummer, IP-Adresse,
Zahlungskontoauszlige, Kontostand des Kunden, finanzielle Verpflichtungen, Kredit- und Zahlungshistorie, Daten
Uber Einkommen, Bildung, Arbeitsplatz, Stellung, Berufserfahrung, Vermégen, Daten Uber Familienmitglieder,
Kreditwlrdigkeit und andere Informationen.

12.3. Frist fUr Aufbewahrung der Daten: 10 (zehn) Jahre ab Ende der Geschaftsbeziehungen mit dem Kunden.

12.4. Datenlieferanten: betroffene Person selbst, Kredit- und andere Finanzinstitute oder deren Abteilungen,
Strafverfolgungsbehdrden, andere Registern oder Behérden, Unternehmen, die gemeinsame Schuldnerdateien
bearbeiten (wie UAB Creditinfo Lietuva in Litauen u. a.), natlrliche Personen, die Daten Uber Ehegatten, Kinder,
andere verwandte oder verschwagerte Personen, Mitschuldner, Blrgen, Sicherheitengeber usw. bereitstellen,
juristische Personen, wenn Sie Vertreter, Angestellter, Vertragspartner, Griinder, Gesellschafter, Teilnehmer,
Eigentimer dieser juristischen Personen usw. sind, Partner oder andere juristische Personen, die Paysera
verwenden, um lhnen Dienstleistungen anzubieten.



12.5. Datenempfanger: Kredit-, Finanz-, Zahlungs- und/oder E-Geld-Institute oder Dienstleister, die helfen, die
Kreditwurdigkeit zu bewerten, Unternehmen, die gemeinsame Schuldnerdateien bearbeiten.

12.6. Um mit lhnen einen Finanzierungsvertrag abzuschlieRen oder die AbschlieBung eines
Finanzierungsvertrags anzubieten und die Dienstleistungen Ihnen bereitzustellen, verwendet Paysera in
bestimmten Fallen das auf automatisierter Verarbeitung Ihrer personenbezogenen Daten basierende Treffen der
Entscheidung. In diesem Fall pruft das System lhre Kreditwurdigkeit mit einem festgelegten Algorithmus und
bewertet, ob die Dienstleistung bereitgestellt werden kann. Wenn die automatisierte Entscheidung negativ ist,
kann sie geandert werden, wenn der Kunde mehr Daten zur Verfliigung stellt. Paysera ergreift die erforderlichen
MalBnahmen, um lhre Rechte und Freiheiten sowie lhre berechtigten Interessen zu schitzen. Sie haben das
Recht, menschliches Eingreifen zu fordern, lhre Meinung zu auRern und eine automatisierte Entscheidung
anzufechten. Sie haben das Recht, der automatisierten Entscheidung zu widersprechen und sich direkt an
Paysera anzuwenden.

13. ZWECK: Schutz und Verteidigung der Interessen von Paysera oder dem Kunden
(Videouberwachung in Raumlichkeiten von Paysera).

13.1. Personenbezogene Daten werden zu diesem Zweck verarbeitet, um die Sicherheit von Paysera und/oder
dem Kunden zu gewahrleisten sowie das Leben und die Gesundheit des Kunden und/oder seines Vertreters und
andere Rechte von Paysera und dem Kunden (Videoldberwachung in Rdumlichkeiten von Paysera und
Aufzeichnung) im Rahmen der Verfolgung des berechtigten Interesses am Schutz der Kunden, Mitarbeiter,
Besucher von Paysera und deren Eigentums und des Eigentums von Paysera zu verteidigen.

13.2. Zu diesem Zweck kénnen folgende personenbezogene Daten verarbeitet werden: Videoaufzeichnungen in
den Raumlichkeiten von Paysera.

13.3. Bevor Sie die Raumlichkeiten von Paysera betreten, werden Sie mit speziellen Kennzeichnungen Uber
VideoUberwachung informiert.

13.4. Frist fir Aufbewahrung der Daten: 1 (ein) Jahr.

13.5. Datenlieferanten: Direkt von der betroffenen Person, die die videolUberwachten Raumlichkeiten von
Paysera besucht und den von der Uberwachungskamera aufgenommenen Bereich betritt, von der
Uberwachungskamera.

13.6. Datenempfanger: Gerichte, Ermittlungsbehdrden, Anwalte (nur im Fall eines Versuchs).

14. Informieren des Kunden iiber Dienstleistungen. Personenbezogene Daten werden zu diesem Zweck
verarbeitet, um den Kunden Uber Paysera-Dienstleistungen, ihre Preise und Besonderheiten sowie Anderungen
der mit dem Kunden abgeschlossenen Vertrage usw. zu informieren und systemische und andere mit erbrachten
Dienstleistungen verbundene Nachrichten zu senden.

14.1. Zu diesem Zweck kénnen folgende personenbezogene Daten verarbeitet werden: E-Mail-Adresse,
Telefonnummer.

14.2. Die betroffene Person bestatigt, dass sie versteht, dass diese Benachrichtigungen fur Erfillung des mit
dem Kunden abgeschlossenen Allgemeinen Zahlungsdienstevertrags und/oder seiner Anhange erforderlich sind
und nicht als Direktmarketing-Mitteilungen gelten.

14.3. Frist fUr Aufbewahrung der Daten: 24 (vierundzwanzig) Monate ab Ende der Geschaftsbeziehung mit dem
Kunden.

14.4. Datenlieferanten: Direkt von der betroffenen Person.

14.5. Datenempfanger: Die Daten werden zu diesem Zweck anderen Personen nicht Gbermittelt.



15. Direktmarketing. Personenbezogene Daten werden zu diesem Zweck verarbeitet, um dem Kunden
Angebote zu Paysera-Dienstleistungen zu machen.

15.1. Zu diesem Zweck kénnen folgende personenbezogene Daten verarbeitet werden: E-Mail-Adresse,
Telefonnummer.

15.2. Mit diesem Dokument bestatigen Sie, dass Sie darlUber informiert sind, dass lhre oben angegebenen Daten
fir Zwecke des Direktmarketings verarbeitet werden kénnen und dass Sie das Recht haben, der Verwendung
Ihrer personenbezognenen Daten zu diesem Zweck jederzeit zu widersprechen und diese zu verweigern, indem
Sie Paysera schriftlich Gber Widerspruch oder Verweigerung per E-Mail an betreuung@paysera.com informieren.
Die Mitteilung muss den Vornamen, den Namen und die E-Mail-Adresse der betroffenen Person enthalten.

15.3. Frist fir Aufbewahrung der Daten: bis zur Beendigung der Geschaftsbeziehung mit dem Kunden oder bis
Widerspruch des Kunden, dass seine Daten zu diesem Zweck verarbeitet werden.

15.4. Datenlieferanten: Direkt von der betroffenen Person.

15.5. Datenempfanger: Daten kénnen fur diesen Zweck an Such- oder soziale Netzwerksysteme ubermittelt
werden (Mdglichkeit, die Datenverarbeitung zu verweigern, wird auf den Websites dieser Systeme
gewahrleistet). Die Daten werden anderen Personen nicht Ubermittelt.

16. Statistische Analyse. lhre fir die oben genannte Zwecke erhobenen personenbezogenen Daten, aulBer
dem Personenkennzeichen, Personaldokument und genauer Wohnadresse, kdnnen fur Zwecke der statistischen
Analyse verarbeitet werden. Zu diesem Zweck werden personenbezogene Daten in einer Weise verarbeitet,
dass nach ihrer Einbeziehung in statistische Analyse die Identitat der betroffenen Personen nicht identifiziert
werden kann. Die Erhebung lhrer personenbezogenen Daten fur Zwecke der statistischen Analyse beruht auf
berechtigten Interessen zur Analyse, Verbesserung und Entwicklung der Tatigkeit. Ich bin informiert, dass ich
das Recht habe, der Verarbeitung meiner personenbezogener Daten zu diesem Zweck jederzeit und in jeder
Form zu widersprechen und diese zu verweigern, indem ich Paysera Uber Widerspruch oder Verweigerung
informiere. Paysera kann jedoch weiterhin die Daten flr statistische Zwecke verarbeiten, wenn sie zwingende
rechtmaBige Grinde fir die Verarbeitung nachweist, die Interessen, Rechte und Freiheiten der betroffenen
Person Uberwiegen, oder wenn die Verarbeitung der Begrindung, Geltendmachung oder Verteidigung von
Rechtsanspriche dient.

17. Verbesserung der Dienste. Die fir alle oben genannten Zwecke gesammelten Daten kénnen zur
Verbesserung der technischen und organisatorischen Tools, der IT-Infrastruktur, zur Anpassung der Dienste an
die verwendeten Gerate, zur Entwicklung neuer Paysera-Dienste, zur Erhdhung der Zufriedenheit mit
vorhandenen Diensten sowie zum Testen und zur Verbesserung der technischen Tools und der IT-Infrastruktur
verwendet werden.

18. Verhinderung von Dienstmissbrauch und ordnungsgemaRe Erbringung von Dienstleistungen. Die
fur alle oben genannten Zwecke gesammelten Daten kénnen verwendet werden, um den unbefugten Zugang
und die unbefugte Nutzung zu verhindern, d.h. um den Datenschutz und die Informationssicherheit zu
gewahrleisten.

19. Fur die Verarbeitung personenbezogener Daten kann Paysera Datenverarbeiter beauftragen und/oder nach
eigenem Ermessen andere Personen damit beauftragen, bestimmte Zusatzfunktionen im Namen von Paysera
auszufuhren (z.B. Datenzentren, Hosting, Cloud Hosting, Systemadministration, Systementwicklung,
Softwareentwicklung, Bereitstellung, Unterstitzungsdienste wie z.B. Verbesserung und Entwicklung;
Dienstleistungen von Kundenservicezentren; Marketing, Kommunikation, Beratung, Zeitarbeit oder ahnliche
Dienstleistungen). In solchen Fallen trifft Paysera die notwendigen MaBnahmen, um sicherzustellen, dass diese
Datenverarbeiter personenbezogene Daten in Ubereinstimmung mit den Anweisungen von Paysera und den
geltenden Gesetzen verarbeiten, und verlangt die Einhaltung der entsprechenden Sicherheitsmalnahmen fur
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personenbezogene Daten. Paysera stellt auch sicher, dass diese Personen an Vertraulichkeitsverpflichtungen
gebunden sind und diese Informationen nicht fir andere Zwecke als die Erfullung ihrer Aufgaben verwenden
kénnen.

20. Fur in dieser Richtlinie angegebenen Zwecke erhobene personenbezogene Daten werden nicht in einer mit
diesen rechtmaBigen Zwecken oder gesetzlichen Anforderungen nicht zu vereinbarenden Weise verarbeitet.

21. Alle oben genannten Informationen, die personenbezogene Daten darstellen, werden ohne ihre Zustimmung
nicht an Dritte weitergegeben, es sei denn, dies ist nach geltenden Rechtsvorschriften oder zum Zweck der
Erbringung von Dienstleistungen erforderlich (z. B. mit lhrer Zahlungstiberweisung Ubermittelte erforderliche
Informationen).

Geografisches Gebiet der Verarbeitung

22. Im Allgemeinen werden personenbezogene Daten innerhalb der Europaischen Union / des Europaischen
Wirtschaftsraums (EU / EWR) verarbeitet, kdnnen aber in bestimmten Fallen auch auBerhalb der EU / des EWR
Ubermittelt und verarbeitet werden.

23. Personenbezogene Daten kdnnen aufRerhalb der EU / des EWR Ubermittelt und verarbeitet werden, wenn die
Ubermittlung fur den Abschluss oder die Ausfiihrung eines Vertrages notwendig ist (z.B. wenn eine Zahlung an
einen Dritten oder Uber einen dritten Partner (Korrespondent) erfolgt) oder mit der Zustimmung des Kunden. In
all diesen Fallen versuchen wir sicherzustellen, dass geeignete technische und organisatorische MaBnahmen
getroffen werden.

Profiling

24. Das Profiling von Paysera umfasst automatische Verarbeitung personenbezogener Daten, um gesetzliche
Ziele im Zusammenhang mit dem Risikomanagement und kontinuierlicher und periodischer Uberwachung von
Transaktionen zur Verhinderung von Betrug zu erreichen; ein solches Profiling basiert auf den rechtlichen
Verpflichtungen von Paysera.

25. Fur Zwecke des Direktmarketings und statistischer Analyse kann das Profiling mit Matomo, Google,
Facebook und anderen Analysewerkzeugen durchgeflhrt werden.

Verarbeitung von personenbezogenen Daten von Minderjahrigen

26. Ein Minderjahriger unter 14 (vierzehn) Jahren muss die schriftliche Zustimmung seines gesetzlichen
Vertreters (des Vaters, der Mutter, des/der Erziehungsberechtigten) zur Verarbeitung seiner personenbezogenen
Daten vorlegen, um Paysera-Zahlungsdienstleistungen zu nutzen.

Cookie-Politik

27. Auf dieser Website kann Paysera Cookies verwenden. Cookies sind kleine Dateien, die an den
Internetbrowser einer Person gesendet und auf dem Gerat des Kunden gespeichert werden. Cookies werden
beim ersten Besuch dieser Website auf den Computer der Person uUbertragen. Paysera verwendet nur



notwendige Cookies, die auf persénlichen Geraten verwendet werden, um die Person zu identifizieren, die
Funktionalitdt und Nutzung der Website zu verbessern und den Zugang der Person zur Website und den darin
enthaltenen Informationen zu optimieren.

28. Die meisten Webbrowser akzeptieren Cookies, aber die Person kann ihre Browsereinstellungen so andern,
dass Cookies nicht akzeptiert werden. In diesem Fall kénnen jedoch einige Funktionen nicht funktionieren.

29. Alle Informationen Uber die auf der Website verwendeten Cookies, ihren Zweck, ihre Giltigkeit und die
verwendeten Daten sind in der folgenden Tabelle aufgefihrt:

PHPSESSID

Solange die Web-Sitzung aktiv ist

Betrieb

SWIFT visitor

6 Tage

Betrieb

SWIFT _client

6 Tage

Betrieb




SWIFT visitorsession

Solange die Web-Sitzung aktiv ist

Betrieb

SWIFT_sessionid80

Solange die Web-Sitzung aktiv ist

Betrieb

SWIFT_sessionid40

Solange die Web-Sitzung aktiv ist

Betrieb

JSESSIONID

Solange die Web-Sitzung aktiv ist

Betrieb




XSRF-TOKEN

Solange die Web-Sitzung aktiv ist

Betrieb

my_language

1 Jahr oder bis der Kunde die Sprache andert

Verbesserung der Benutzeroberflache

SC

1 Jahr

Statistik

user_token

Solange die Web-Sitzung aktiv ist oder bis der Kunde sich abmeldet

Betrieb




FilterStore:*

2 Wochen

Verbesserung der Benutzeroberflache

ref

7 Tage

Statistik

__cfduid

29 tage

Betrieb

CookieConsent

1 Jahr

Betrieb




plshk

Unbestimmt

Betrieb

SC

1 Jahr

Statistik

Ihr Recht auf Zugang zu Daten, Berichtigung oder Loschung der Daten oder Einschrankung
der Verarbeitung der Daten

30. Sie haben folgende Rechte:

30.1 RECHT AUF ZUGANG ZU DATEN: Informationen dariber erhalten, ob Paysera lhre personenbezogene Daten
verarbeitet, wenn ja, sich mit Ihren von Paysera verarbeiteten personenbezogenen Daten vertraut machen und
Informationen erhalten, aus welchen Quellen und welche personenbezogenen Daten erhoben werden, fur
welchen Zweck sie verarbeitet werden und wem sie bereitgestellt werden oder werden kénnen; von Paysera die
Kopie Ihrer personenbezogenen Daten gemals den geltenden Rechtsvorschriften erhalten. Nach Erhalt Ihres
schriftlichen Antrags wird Paysera die angeforderten Daten innerhalb der gesetzlich festgelegten Frist schriftlich
bereitstellen oder den Grund angeben, warum dem Antrag nicht stattgegeben wurde. Einmal in einem
Kalenderjahr kénnen die Daten kostenlos zur Verfiugung gestellt werden, in anderen Fallen kann fur die
Bereitstellung von Daten jedoch eine GebUhr erhoben werden, die die Kosten der Datenbereitstellung nicht
Uibersteigt. Mehr Uber das Recht auf Zugang zu Daten und seine Vorgehensweise kénnen Sie hier finden;

30.2 RECHT AUF BERICHTIGUNG DER DATEN: wenn die von Paysera verarbeiteten Daten falsch, unvollstandig
oder ungenau sind, sich an Paysera mit einem schriftlichen Antrag wenden und verlangen, falsche und
ungenaue personenbezogene Daten zu berichtigen oder unvollstandige personenbezogene Daten zu erganzen;

30.3 RECHT AUF VERGESSENWERDEN: die Beendigung der Datenverarbeitung beantragen (Daten Iéschen),
wenn personenbezogene Daten mit Zustimmung der Person verarbeitet werden und die Person diese
Zustimmung widerruft, personenbezogene Daten nicht Ianger fur den Zweck bendtigt sind, fur den sie erhalten
wurden, personenbezogene Daten rechtswidrig verarbeitet wurden oder die Lé6schung personenbezogener
Daten zur Erfullung rechtlicher Verplichtung erfoderlich ist. Den schriftlichen Antrag Gber Ablehnung der


https://support.paysera.com/de-de/21-18-schutz-der-personenbezogenen-daten/258-18-01-recht-auf-zugang-zu-daten

Verarbeitung personenbezogener Daten miissen Sie Paysera persodnlich, per Post oder Uber elektronische
Kommunikationsmittel stellen. Wenn Ihre Ablehnung rechtlich gerechtfertigt ist, wird Paysera nach Uberprifung
des Antrags die Verarbeitung personenbezogener Daten beenden, aulSer in den gesetzlich vorgesehenen Fallen.
Es ist darauf hinzuweisen, dass das Recht auf Verlangen sofortiger Loschung lhrer personenbezogenen Daten
eingeschrankt werden kann oder aufgrund der gesetzlichen Verpflichtung von Paysera als Zahlungsdienstleister
zur Speicherung der Daten Uber Feststellung der Identitat des Kunden, Zahlungstransaktionen, geschlossene
Vertrage usw. innerhalb der gesetzlich festgelegten Frist nicht méglich sein kann;

30.4 RECHT AUF EINSCHRANKUNG DER VERARBEITUNG DER DATEN: die Einschrankung der Verarbeitung der
Daten verlangen, wenn die Richtigkeit der personenbezogenen Daten von der betroffenen Person fur einen
Zeitraum bestritten wird, in dem der Datenverantwortliche die Richtigkeit personenbezogener Daten Uberprifen
kann; die Verarbeitung personenbezogener Daten ist rechtswidrig, die betroffene Person lehnt jedoch die
Léschung der Daten ab und verlangt stattdessen die Einschrankung ihrer Nutzung; der Datenverantwortlicher
bendtigt nicht Ianger personenbezogene Daten flr Zwecke der Verarbeitung, die betroffene Person bendtigt sie
jedoch zur Geltendmachung, Auslibung oder Verteidigung von Rechtsanspriichen. Der Datenverantwortliche
informiert die betroffene Person, deren Datenverarbeitung eingeschrankt wurde, bevor die Einschrankung
aufgehoben wird;

30.5 RECHT AUF WIDERSPRUCH: Recht, der Verarbeitung lhrer personenbezogenen Daten fir
Direktmarketingzwecke zu widersprechen;

30.6 sich bezlglich der Verarbeitung personenbezogener Daten an die Aufsichtsbehérde mit der Beschwerde
wenden, wenn der Kunde der Ansicht ist, dass seine personenbezogenen Daten unter Verletzung seiner Rechte
und berechtigten Interessen gemafs den geltenden Rechtsvorschriften verarbeitet werden;

30.7 sich bezlglich der Austibung Ihrer Rechte an den Datenverantwortlichen und/oder
Datenschutzbeauftragten wenden;

30.8 andere gesetzlich festgelegte Rechte.

31. Den Antrag auf Zugang, Korrektur oder Widerspruch kénnen Sie per E-Mail an: betreuung@paysera.com
senden. Im Antrag muss die Person den Vornamen und Nachnamen deutlich angeben und den Antrag mit einer
qualifizierten elektronischen Signatur unterschreiben.

Websites Dritter

32. Paysera ist nicht verantwortlich fur Schutz der Privatsphare des Kunden auf Websites Dritter, selbst wenn
der Kunde auf die Websites Dritter Uber die Links auf dieser Website zugreift. Paysera empfiehlt, sich mit den
Datenschutzbedingungen jeder Nicht-Paysera-Website vertraut zu machen.

Verwendung von Logos

33. Der Kunde, der die Paysera-Dienstleistungen fur geschaftliche und berufliche Interessen nutzt, stimmt zu,
dass seine Bezeichnung und/oder sein Logo fir Direktmarketingzwecke von Paysera verwendet werden kénnen
(z. B. Paysera gibt an, dass der Kunde die Paysera-Dienstleistungen nutzt).

Gewahrleistung der Informationssicherheit


https://www.paysera-ks.com/betreuung@paysera.com

34. Das Ziel von Paysera ist es, moglichst grofSe Sicherheit aller von dem Kunden und 6ffentlich zuganglichen
Quellen erhaltenen Informationen zu gewahrleisten. Um diese Informationen vor unbefugtem Zugriff,
Verwendung, Kopieren, zufilliger oder rechtswidriger Zerstérung, Anderung oder Offenlegung sowie vor jeder
anderen unrechtmaRigen Verarbeitung zu schiitzen, verwendet Paysera angemessene rechtliche,
administrative, technische und physische Sicherheitsmittel.

Schlussbestimmungen

35. Diese Bestimmungen der Datenschutzrichtlinie unterliegen dem Recht der Republik Litauen. Alle
Streitigkeite aus diesen Bestimmungen der Datenschutzrichtlinie werden durch Verhandlungen und im Fall des
Scheiterns vor den Gerichten der Republik Litauen geldst.

* - UAB Creditinfo Lietuva (Unternehmenscode: 111689163, Adresse: A. Gostauto g. 40A, LT 01112 Vilnius,
Lietuva, www.manocreditinfo.lt &, Tel.: (8 5) 2394131, das Ihre Informationen verwaltet und den Dritten
(Finanzinstituten, Telekommunikations-, Versicherungs-, Strom-, Versorgungs-, Handelsunternehmen usw.) fir
berechtigte Interessen und Zwecke - Bewertung der Kreditwliirdigkeit und Schuldenverwaltung - bereitgestellt.
Die Kredithistoriedaten werden in der Regel 10 Jahre nach Erfitllung der Verpflichtungen verarbeitet).

Datenschutzrichtlinie (gultig bis 20/07/2020)

Datenschutzrichtlinie (gultig bis 10/04/2020)

Datenschutzrichtlinie (gultig bis 16.09.2019)



https://www.paysera-ks.com/www.manocreditinfo.lt
https://www.paysera-ks.com/f/datenschutzrichtlinie-2020
https://www.paysera-ks.com/f/datenschutzrichtlinie-202004
https://www.paysera-ks.com/f/datenschutzrichtlinie-07-2019

