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Acuerdo de Controlador Conjunto

.Quiénes son los controladores conjuntos?

El Acuerdo de Controlador Conjunto se realiza entre Paysera Ltd (en adelante, el Franquiciador), sus
distribuidores, franquiciados y otros participantes de la red de Paysera (en adelante, Otras partes). Una lista
completa de las Otras partes se proporciona aqui. Mediante este acuerdo, el Franquiciador y las otras partes
acuerdan procesar conjuntamente los datos personales proporcionados al Franquiciador y (u) otra (s) parte (s)
por parte de los interesados al solicitar y utilizar los servicios de Paysera (en adelante — Datos personales).

.Cual es el proposito de este Acuerdo?

Este Acuerdo se realiza con el fin de garantizar el cumplimiento de la legislaciéon de proteccién de datos, entre
otros, el Reglamento (UE) 2016/679 del Parlamento Europeo y del Consejo (Reglamento general de proteccién
de datos 2016/679) (en adelante, GDPR). El Franquiciador proporciona el sistema Paysera y sus servicios "tal
como estd" a otras partes que, junto con el Franquiciador, utilizan el sistema Paysera con el acceso a los Datos
personales almacenados en el sistema Paysera. las partes regularmente para permitir la provisién adecuada de
los servicios de Paysera y el cumplimiento adecuado de las obligaciones de las Partes determinadas en
acuerdos mutuos con respecto al uso del sistema de Paysera y la provisién de los servicios de Paysera. Por lo
tanto, las partes Franquiciadoras y otras partes acordaron que son controladores conjuntos, tal como se define
en el Articulo 26 de la GDPR, ya que las partes franquiciadoras y otras partes determinan conjuntamente los
propdsitos y medios de procesamiento de los Datos personales.

;Por qué los controladores conjuntos procesan Datos personales?

El procesamiento de los datos se realiza a los efectos de la prestacidén de los servicios de Paysera de manera
eficiente, como:

Registro en el sistema Paysera, apertura de cuenta de pago;

Principio “Conozca a su cliente” y la implementacién de la debida diligencia del cliente;

Prevencidén contra el lavado de dinero y (0) la financiacién del terrorismo;

Provisién de servicios de pago;

Distribucién de informacién a clientes de Paysera;

Distribucién y gestién de tarjetas de pago;

Registro en el sistema de Paysera Tickets, identificacién de clientes, recopilacién y gestién de
informacién estadistica;

Gestion del proceso de adquisicién de entradas;

Garantizar la seguridad de los datos confidenciales, la integridad de la informacién, la disponibilidad de
los activos y la proteccién contra violaciones, robos de datos, software malicioso, que puede tener un
efecto negativo en los activos de la empresa.

e Transmisién de SMS por Internet y gestién de informacién estadistica;
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NUmero de teléfono asociado con una cuenta IBAN y prestacidén de servicios de pago;

Soporte a los clientes y garantia de calidad de Payera;

Direct marketing;

Recopilacién y gestién de la informacién estadistica;

Asociacién de tarjetas de pago con la aplicacién mévil Paysera;

Evaluacién de calificacién crediticia, gestion de riesgo crediticio y toma automatizada de decisiones.

El procesamiento de datos personales se realiza conjuntamente por las otras partes y (o) el Franquiciador para
los fines directamente relacionados con este propdsito.

. Qué derechos tienen los sujetos de datos en virtud de este acuerdo?

Como los sujetos de datos tienen una gama de derechos segln el GDPR y las leyes nacionales relativas, el
franquiciador y las otras partes han acordado los siguientes procedimientos para permitir que los sujetos de
datos ejerzan estos derechos:

1. El franquiciador le proporcionard al sujeto de los datos una copia de los datos personales almacenados en el
sistema Paysera segun lo exige el articulo 15 de la GDPR (Derecho de acceso a los Datos personales).

2. Un sujeto de los datos puede solicitar la rectificaciéon de cualquier dato personal inexacto almacenado por el
controlador conjunto de conformidad con el articulo 16 de la GDPR (Derecho de rectificacién de los Datos
personales proporcionados por el sujeto de los datos). Los datos serdn rectificados por el Franquiciador.

3. Un sujeto de los datos puede solicitar el borrado de los Datos personales que posee el controlador conjunto
de conformidad con el articulo 17 de la GDPR (Derecho de borrado de Datos personales). El franquiciador
eliminard los datos (con la excepcidén de los datos que deben conservarse debido a la ley estatal a la que estén
sujetos los terceros) e informara de ello a todos los demas.

4. El Franquiciador administrara las solicitudes para restringir el procesamiento de conformidad con el Articulo
18 del GDPR (Derecho de Restriccién de Procesamiento) y, en caso de que la restricciéon del procesamiento
proceda, el Franquiciador informard a las otras partes. Cuando esta solicitud se refiera a procesos de Contrato
de Controlador Conjunto realizados Unicamente por las Otras partes o datos en posesién Unicamente de las
Otras partes, esta solicitud se enviara directamente a las Otras partes.

5. El Franquiciador administrard cualquier solicitud de portabilidad de datos conforme al Articulo 20 de la GDPR
(Derecho de Portabilidad de Datos). Cuando esta solicitud se refiera a procesos llevados a cabo Unicamente por
las otras Partes o datos en posesién Unicamente de las otras partes, la solicitud correspondiente se enviara
directamente a las otras partes.

El Franquiciador bajo el presente Acuerdo actla como un mediador entre los controladores conjuntos y los
sujetos de los Datos, sin embargo, el sujeto de los Datos puede ejercer sus derechos contra cada uno de los
controladores segun lo establecido en el Articulo 26 (3) de la GDPR.

El franquiciador y otras partes proporcionaran al sujeto de los datos la informacién requerida en virtud de los
articulos 13 y 14 de la GDPR mediante un aviso en sus sitios web.

¢Durante cuanto tiempo los controladores conjuntos almacenan sus Datos personales?

Los Datos personales de los usuarios anteriores de los servicios de Paysera seran eliminados o anonimizados
por las otras partes dentro de:

1. el periodo determinado por la legislacién de la UE o del estado al cual otras partes estdn sujetas o (y)

2. el periodo determinado en los acuerdos con los sujetos de los datos o (y)

3. el periodo determinado en las reglas internas de las Partes con respecto al procesamiento de datos.

.Bajo qué leyes del pals se realiza el procesamiento conjunto de datos?

Este Acuerdo se rige por la ley del Reino Unido y esta sujeto a la jurisdiccién exclusiva de los tribunales del
Reino Unido.



Tenga en cuenta que este Acuerdo puede ser modificado o complementado sin previo aviso a los interesados.
Por lo tanto, le recomendamos encarecidamente que visite esta pagina regularmente para mantenerse al dia
con cualquier cambio posible.

Informacién requerida bajo el articulo 13 de la GDPR

(A) El controlador conjunto para los datos proporcionados por usted es Paysera Ltd y cualquier otra parte del
Acuerdo de controlador conjunto.

(B) El Franquiciador tiene un Oficial de Proteccién de Datos (DPO) designado. Se puede contactar al DPO
directamente a través de la direccién de correo electrénico dpo@paysera.com y (o) mediante una carta a 43
Gunnersbury Court Bollo Lane, Londres, Reino Unido, W3 8JN.

Persona de contacto de la otra parte: dpo@paysera.es

(C) Sus datos se procesaran con el fin de mantener y reparar el sistema de Paysera y garantizar la provisién de
los servicios de Paysera de manera eficiente. Puede encontrar informacién adicional en la politica de privacidad
de Paysera. Si concluye un contrato con la otra parte, el franquiciador procesard sus datos mientras presta
servicios a la otra parte. Sus datos seran accesibles a la otra parte que le proporciona los servicios de Paysera.
Su informacién también estard disponible para todas las otras partes para permitirles brindar mejores servicios
dentro del sistema Paysera. La base legal para el procesamiento es su acuerdo de servicio con la otra parte.
(D) El procesamiento de sus datos se llevara a cabo en las oficinas del franquiciador y cualquier otra parte con
la que usted firme un acuerdo de servicio.

(E) El franquiciador podria transferir sus Datos personales a otras organizaciones dentro de la red de Paysera.
Estas transferencias normalmente se requieren para la prestacién de los servicios de Paysera a usted. La
naturaleza exacta y el propédsito de tales transferencias se incluirdn en el sitio web del Franquiciador.

(F) Sus datos pueden ser transferidos a un tercer pais u organizacién internacional con la existencia de una
decisién de adecuacién por parte de la Oficina del Comisionado de Informacién del Reino Unido. En el caso de
las transferencias referidas al Articulo 46 o 47, o al Articulo 49(1) de GDPR, las salvaguardas apropiadas o
adecuadas que se llevardn a cabo se incluirdn en el sitio web del Franquiciador.

Esta informacién es requerida segun el Articulo 14 de GDPR para todas las organizaciones de las cuales el
franquiciador y las otras partes han recibido Datos personales y no se han obtenido directamente del sujeto de
los datos.

PROPOSITO DE LA RECOPILACION DE DATOS: Identificacién del cliente, prestacién de servicios de pago
(apertura de cuenta, transferencias de fondos, recaudacién de pagos, evaluacién de calificacién crediticia,
gestion de riesgo crediticio, etc.), o implementacién de otras obligaciones legales del proveedor de servicios de
pago. Para este propdsito, se pueden procesar los siguientes Datos personales: nombre, apellidos, nimero de
identificacidn personal, direccién, fecha de nacimiento, datos de un documento de identidad y una copia del
documento, fotografia, transmisién de video directa (transmisién directa de video), ciudadania, direccién de
correo electrénico, nimero de teléfono, nimero de cuenta de pago, direccién IP, actividad actual, funcién
publica actual, otros datos requeridos por las leyes sobre prevencién del lavado de dinero y financiamiento del
terrorismo.

Proveedores de datos: crédito y otras instituciones financieras y sus sucursales, registros oficiales y bases de
datos para verificar los datos de documentos personales (bases de datos de documentos vencidos y otras bases
de datos internacionales), registros de verificacién de autoridad (registros de autoridad notariada y otras bases
de datos), registros de incapacitados y personas con discapacidad, registros de poblacién, empresas
consolidadas de los archivos deudores, empresas que mantienen registros de sanciones internacionales, otras
personas. La lista completa de temas se publicard con la Politica de Privacidad del Franquiciador y las otras
partes.

PROPOSITO DE LA RECOLECCION DE DATOS: Gestién de la deuda.
Para este propdsito, se pueden procesar los siguientes datos personales: nombre, apellidos, nimero de
identificacién personal, direccién, fecha de nacimiento, datos de un documento de identidad, direccién de



correo electrénico, nimero de teléfono, nimero de cuenta de pago, direccién IP, estados de cuenta de pago.
Proveedores de datos: entidades crediticias, financieras, de pago y (0) electrénicas, registros de poblacién,
empresas que procesan archivos consolidados de deudores, otras personas. La lista completa de temas se
publicard con la politica de privacidad del franquiciador y otras partes.



